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® XZ Utils H=0] A (2024)

XZ Utilse= 254 HizzmolA] 712807 AREY)= &5 2fo]E2]2]=, Debian, Fedora, Red Hat
& 79 Alagol EZFHETE A= GitHubolA] Jia TanOlgh= O[§QR &rEsh $EH1t
7101E Sall fAIEE] HSE SRS F oy FEE AIICE Y ARIS MicroSoft Z9IQ1
Andres Freundd] 9Jall &5 HAE & O S0 HEALH AlAo] LRI

[F 1] XZ Utils ®E0] 32 EtdztQl

(=7 ERzRl
2021~20231 ZHAPL &7IZE HRLE| 7|02 Ssf Aot HEiS &
» 20243 28 XZ Utils 5.6.0/5.6.10] LNTETJF Z5HEl 22|X FH|
> 202411 3% 209, M5 O[AS Eaf WTO} AlE-T7, BA ZR|XTt 2HE XK
» 20241 3 U ~ 48, FQ HREMO| 71T XITH24, CVE-2024-30942 52

v

XZ Utils 5.6.0/5.6.1 HIZEEHO] OFF RE 2 thi Shte]7] 7 vhA, AFE|o] AR el Hals
AsHE01QICE SFAIT on] Zidh BeixX|eb ii7|d ujojzZetel ARo] EREo] vz ZE7A
e T, 49 2lsA AHZE AR 8] =25 2102 F7HERACE Bl=+ NVD(National
Vulnerability Database)= Y O|f+E CVE-2024-3094%2 S50 1! QgE £&0=2
AIPOH, Red Hat, Debian & =L HE7F #A1 2 &5} XEs SHIIT

X7 Utils ARI2 Tes] S8 7190 Al B Ti7t 9ol =g s "ol, st JEA
ARG A= 7like S5 AKIOIQILE @EAA ZEFEE H A $1BE 7Y 7|10] O)Esk=
sy Qlzels, T gfojaee]e] MArt & 22 AHIA Foljeh tht 84 /EE oo
T A= HOFQILE 53] 0] AR "HH0] =LA Oleh= 7FERezE: APk Of AHet
=8 70 719-7130] SAlo] Heid & Ades EefWichy
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1) Checkmarx ZHd, Xz RE= W0} oPYHAC WA, SR Ed 7hd AHE 58 3247
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@ npm %M TF[X| RE ARA (2025)

npme A AA gk JHHXPL AREos QEAA Di7]A] 2] ESFOE, ot AZE0]
ZWEHe] Al Qlizgtt 2025 38, Bt OIA AT A] 2R EA (Lazarus Group) 7} npmol| b4
7RIS Tk S5l WAL e8e AAAR] A0l HAlEUTE A 7] si7]X] Olgs
Hesk= EfO|ZAFEW ofEL A Ql Es Sdll e ARl HEo) by IAEE MYote
HHA]O] LY.
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» 2025\ 1~28, BXIRA 120| npm0fl A Tj7|X| HZE ARt
» 2025\ 3% F&, oM T§F|X| 60| AlME|T O 3303 CHREC X 310l
» 20254 3E F, EorAU Ui EX| H d1 EE, npm Z0|A GHF TH7IX| AH| ! HOF SX| HIRE
» 2025 48 0|2, F7t ofd I7|X| EA, T 56002 Ol CH2ZEE At 24
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=7} 718k AfOJHZA Q] deto = diAstA St &, 338 342 7I9at Zi0lel ulEiE Eol
=AIA I ot EAE etEE o len, ol 228 IT o=t FRIE fIgiche {4t
Hot mitA SEg Heb tett V1sA WAV ofulel AE Hsel 57 QtHE SAl0)

R717] flet sy Qas thlg A¥FE AlElet & <+ Utk

® WannaCry tllo] ALl

WannaCry+= 20178 58 © MAROZ ghte SEOZ, tl= NSAOAl RE% EternalBlue
SMB FFdE F&dll Windows 2BARE Al&sh= AlaEle APAZCE S6] =9 =T
HAMHIANHS)= O] 3249] £ uloff thato] EUom, M oA AFEEIE MRI, CT, &Y
FA7], @AKT ZH|, FWFAF B 5 TRl Q571717 Windows 718 HIEQI=0]] 4% of
A/U7| mizoll ZFHAQ! usiE YAULC

[ 3] WannaCry 2490 22 Eflatol

(34 Efitend
» 20174 58 122, WannaCry M7t ™ MAIMHSZE SHAtE|7| AJZf
» E2 2 2%, = NHS Mot E Oot 2R A=7|7| | 2z AIAY O]
» MRI, CT, 4 47|, YA BH| S 127t 9271717t &S =5, +& 23 3, S5 Hi, #Xt 01 XA
S 2= AHIA0 HFHOI X LY
» Z74© FternalBlue SMB |ng§1; Solf HEXIE Bt ShIERIOM, U O27[7| MZAM MSSH 2SS

HOF X[} 2l Z0| ZQ Y0loz X2
> 20174 5% 13~15%, NHSE L8 el AAE 45 =27 0l27)7| @A U YEYT et Zx| 43

WannaCry A}ER
OFRol ARl

st A48 HolE o), 9ErIB £ A M nhIAzIa SR
[BS Tkt ARICE HrhET) 5 NHSE ZAIMO= oF 19000719 HEvt
(@) =

—(O rir
Ol‘

FLEOH, 5 UF e, 3 B, BX oS Ael SO oI5 dl=Ae) tig %ol
HZBPA RIS
55 ulH) BRES dR/l] A5 FUOR O NEE FEOR MESAL BXE B ¥HoR
Ofaior 3131, 0] IO B telol SIS0l Sl HEE WAL AT Aitel LT
23I517] 915 S0| BAI%} Fat B0 AEsop HoM, ol AR YR RE EI9H HE
oF 7hsig =k

3) https://en.wikipedia.org/wiki/WannaCry_ransomware_attack
4) NHS England, “business continuity management toolkit case study: WannaCry attack”
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oHO-L-1L- o= == o
2-1. 0%

nj=2 20218 Z3E EO 14028(Improving the Nation's Cybersecurity)& SWEORE ogt
AE7L Tl -ALgshs AZEO9] 58 Hets AR oz Zstelr] AIRRICE EO 140282
OPEISH A EQ o] i HS(SSDF) A4l ¢HF R Al HOFQA &9f, SBOM =8 EX1& il
REIO=E RIA] F1OM O] NIST-NTIA-CISA & 0f] 7|3Ho] AR 710150} VsgEe WHoles
SiCE O] AHHE S o T OlghE e Sl AlE [Hte] Hot @A HelE O]&0] it

-

[¥ 6] EO 14028 W 32Y Hot

(%2}

BOM & 2 U8

(Sec.4. Enhancing Software Supply Chain Security)5)
SBOMO|| Chet Z4 HQA ISH
» =2 ATEQ|0{(Critical Software)df| CHat 2
» ADEQN S2Y HOtS Haloh= 710|201 2l

v

oA

40| o

=<

s=njo}

Lkl

i

L ONES

e
e

00|

» ATEQ0| AATCO| 3t ZZAXQ| HAE A HXE X|E UE

EO 14028 33 O|Fole= AZEY0] Z3T HOF AR MEa Alster X&d EH7 sy
SYOE FARCE HiolE AERE 7] & HTE EO 141445 S5l EO 140289 A EJ0]
a8 Hot @A FAslclal Aeiion $45 FEQ EEx FROAME EO 14148 8
4 Helchs AEHES WiEsto], AZE0] Hot Fao] EF dFEE "ol =7} et i
TRIZA] KEAQ] Zstet St ARLL JASe WEs| HojFal Lk

ozt ok AKAQ] Hal- s "ol ZE-=8t JojAl0] AFA] RS} miEA ZdEql
QUCE 0] S 202413 8¢ WaElsl MILE Safl Al AZE0] ACfof SBOM MES xe6te=
RIAISIHOTHG0Y W 7ol =9 2H] & tHAlA] AdiAE] eh1, (Do) ‘Software
Fast Track (SWFT)' OJLIMEIHZE AZEN R -5Q1 XS 7HHsHH SBOM A|&E-AHs3t
H Egrh-AIEA HUEYS i @70 SSois AR Agls 9 Aldestal Lo
(2025 Z-5HH7] & R 7HAISh, SEPEEO] SBOM Qe T dAloA 2 2435

AR deth]= o] DYFIch
N AYERE REQAS Sdll SBOM AERS Q+ch= Z10] oftet gAl-Al=ld A5s EA
Q7 7Fs40] Atk Ol ZEYAolA SBOM A=), AR #F &4, Ut A4 HE

5) The White House, “Executive Order on Improving the Nation's Cybersecurity”

6) Federal Register, “Strengthening and Promoting Innovation in the Nation's Cybersecurity”
The White House, “Sustaining Select Efforts to Strengthen the Nation's Cybersecurity and Amending Executive
Order 13694 and Executive Order 14144

7) US Army, “Assistant Secretary of the Army(Acquisition, Logistics and Technology) — Sofrware Bill of Materials Policy
8) US. Department of War, “Software Fast Track Initiative”
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0I5+ CRA(Cyber Resilience Act)E E3) TIRE @47} Z3lE AZE0| 4 Wz HO)
TEEHE Hojoks A AERILE CRAE AIZ0] f8%e= £XE0], stEgo] RS0
N FAIES- HOE E0IE QRS Filstal, 7IE&EA10] SBOM & 558 7+8Qa
A YIS RS TINF= WSS AL CRAS HHEAIET Q)RR EAIES 20 9lo]
AU-de] HFo] AFA JgHES AT

o odn 9o 4o
Cgﬂ%mgﬂi

2 7] AolHEEY 1] 23Y Hot

Pl
wn
o
O
Z
e

n

A =2 U8

(AIO|H{E2I21H(CRA, Cyber Resilience Act))?
» MIZFH7E £ F7| HA0| 2N CXE 247t ISE KHEQ| Hotg JHMot== HE&
(MYHEYIIE Sl CE 0f2 22} 0{RE ZH5k=0l oI SBOM HZE 2|F3t A=)
> UZE AO|HESH DHUATE HEGI0 SIEH0 L ADEY0] MAXC| 7 FE+E E0[oHAl &
» CRAQ| T~ AO|H HOt Q7Z40|Lt QY 9IRS F40IX| S Al Z[OH 1,5002t S 0|49 Ha it

FEAESO] ZFWHOF 7|37} B CRA HE 249 12¢€ 9IgEQlon BEAFQ] oF Fge
202788 AEZ AZLo] ACE FHES CRAZR= AUk o Zyg 205k= oh, AlE
CHAGEAZIZNG 28 ¥ B0z AR FolA FAIF0AL SA| HEa7FsT RRE
lgot el Atk

FEASL RED(Radio Equipment Directive)E Sall FAZH]O] AJOJHEH B4 @AE &4}
SIal XS Fgh AMET CERIAE FEES: s 510 ARARSO] ME AA TARH
UEA fls] BA), ZHI91EE W ZglojHA] HS 59 HFALES SHGIEE QTS O
FX= 2025 8ERH AELLE JHEIUCEL0

ol F8EREAE DORA(Digital Operational Resilience Act)7} 2025 1€ A &E|HA]
ZE3IALS] ICT Al 3xF 2lA= e, AlEL, TAE 5998 52 HA 972 83t 55

3" Partyo]] THSH EU AM9] 2= AAIE Lioto] 58 MeiA o] Jad Kot #] +&Es
20jze]al QACh

9) European Parliament(2022.9.), “Regulation of the European Parliament and of the council : on horizontal cybersecurity
requirements for products with digital elements and amending Regulation(EU) 2019/1020”

10) European Commission, “Radio Equipment Directive”

11) European Insurance and Ocuupational Pensions Authority, “Digital Operational Resilience Act(DORA)”
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ATEO] Q40| FEEM AE Hete] AN E Wels| 51od, SBOME HIES 714
S AAE #AIQ sy FHeE ARImdAIZIAL QT
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7t H HAEHE 7|8 dEs Sot 33-Tke] Hokte] ks Ale Ze AAISH.

[¢]

(% 8] SW S8Y Het J10|=2fel v1.0 F2UE

(SW 32HQt J10|=221 v1.0)12)

[=]
- Z3Y 97| U3 RN FeT WM 5

QFHSH SW i &Fut SBOME Sof S2Y 2ot A3t 4ot
» SBOM 7|8t SW SR 45 At

> ADEQ0f AATCO| T3t BZLAHS| HAE %

v

L

2024~2025)0l= AFH
J SW LIWEO HR7} =rjEm
D OHRHES}- F|orE e BRI 2 -
olEiord 9 AR AHle] 7%}
E5 AE- B A AN I8 EoRM SERAS SW HY Kot REWS EHOR

AHESHIE HEAAE AMEsITl BBl TEt ol Sdll 12871A]
OIAIT, O= SBOM A& HES 2t 358 Het 439

KﬂEé}ﬂ e ARG}, o1&
Z(NCS)of| FrFEo] A
7H 52 U2 HIRSERIT, o= AR

2 B

ox

x

ML

EE

o

o

30 Ho olr A
g 18
5 _o' litl

THEN HEE 5 As A H5s 2t 358 Het 4
sEdilt AFEE =0lde IAIZ SiAErhY
A -Gl Rk o] TAE QlgAlE el H-7101=0]: TIXE oJSAlE

&
)9 Ao R AF7]7] ZoplAE SBOM- AZEL0] O

12) Z7FEEY, WBSEREAR, UAEZSZAEQAS], “SW 25 Hot 7ojEg)Ql v1.0”
13) 18R HIEARE, {\_}%‘ﬁg}oﬂ R WHeloh= 20249 7R SEEENCS)”

14) https://www.etnews.com/20250103000035?

15) https://www.lawtimes.co.kr/LawFirm-NewsLetter/205209
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gfall, Sa8 & HA0 EX Hets uixiglslte S4¢o] datkal Itk oj2feh Mek=
& HObs =7} Sy Qlmet 0] KEThsth BEIRA'R Heketde HefA 9R|

tH, Loprh Ak kel Algldat AkeA Hotjdts w0l deies 7|27t gk
71¥EE olo] B RpAF 7 2 & IFEoIA KO AREAE Astetal, SBOM S42

5& ARELO] IAAE Hslore 2ol
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b=, EU @19 Ofet =7k Ay Ul 2ZEH o] 3589 E8Ei QERL &R S710]

t&at7] flel, SBOM7[Hre] FHA Aetet ATuly] elad 3] AA AEstE dilEo=
B WA R0 SI0 8, 2, 7 Ay, WIS S 20l ekl Bl 2
e 7ol =eelat A HHE niEsh, -5 A= AA A deds =0l
HAZ Hetstal AT
0] JlEt 20} BIY HO Y U M 5
=7t FaLg
F=Z2 NCSC(Z7IAO|HEQMIE)S SAOZ Software Security Code of Practice 2! 221 AlgH
&= 710|EE 2024-2025'A0] ZX HH|-HiZSIH AZEQ0N SEY FUH oL HX- S| Hot
zMola ZtxFto Q\C}.16)
Y2 METI(ZHMY) =2 SBOM T 7I0|EE XEXHOZ AAs fton, AeiE A3t
ol HZo} =05 Solf M- UH|CI=-loT =00l SBOMJ-P FloEea|o] MR Mgs FXIsH QMCh17)
== CESH UE2 METI FROZ 1K} S| Tid 6THA| AOHECH SEX =Y & ol MIEH| UHCI=

SW #F Zehez SWSEYEte| MUPMOl Zat HXIS il AUC,.

SZ9| ASD/ACSC(Z7IAI0|HOET|1)= SBOM £&! 710|=9 F2Y 2|AT 22| XA WHSHH,
ADEQ0N 2 -2F0M SBOMS OEA M4 -2 EESX|0f &3t 4T XES HMSstr AT

oS
=T £5| 35 T/ELAEE F42=E SBOME TH-28C=EMN S5 7 d HEet FofFH H3
£k VMg SHE St UCH19)
FHLICH AFO|H{EQFMIE|(Canada Centre for Cyber Security)2t 23 7|2#S2 =2H| &5 710|=(Ch
JHLICH =712to] ZSMRN)0f| E0I5HH, SBOM2| &El- 2N -ZRE HESt= XIRS LHIMCL 7H|—H1H: g2

ZE-=7L Q8 BS XIH0M SBOM EES Foiotl, =M LIEHAS| Ve YAES Soll S5

EBY M0 FH5p QACt.20)

16) GOV.UK, “Software Security Code of Practice”

17) METI, “Revised Guide Formulated on Specific Methods for Managing Software Vulnerability Utilizing ‘Software
Bill of Materials (SBOM),"”

18) AHSALAZRIEY, =7 ICT Aldsg, d&”

19) Australian Signals Directorate, “New guidance on integrating a Software Bill of Materials(SBOM)”

20) Joint guidance on a shared vision of software bill of materials for cyber security - Canadian Centre for Cyber Security

® i



0=, EU 919] olE} 2715 %E SBOMIF AETHE] g]AT TEE BA0E ATEY
FEEL0 thsdEe Zdslole dAg =7 o). WAlstH k= 357

AR Hgo] 2Eg Fil AoH, =4 JdEi 4oy FHE Ed =29
UIASt oto] glad BRAE FLFalokehy olgst 7Hte ZHE 7|jnto] &
5 7% Holo] 5580R tiSshal, 22 AR AZET AHHE
Z1o|th



=-Ue SWSay=Eet

,’O
ron
ofor
plL2)
w
@
O
<
H“
-+
=
ol
[N
=]
HL
=
2

3. 2R7P| =Y 2k Yiat SBOM
3-1. 0=

nj=e A" dA-6Zg 71719] S710] met 239 ESAIEH (Omnibus)Q] 33058 (91771719
APOTHEQE HZE)Of| 524BA(7]7]19] AIOIHEQE HE)S F716t0] FD&CHE 7HEsIRICE 0]0]
w2t AFOIHEORS 95 717] 1517t Al A QAN OZ ANTEAOH, iy Take AARAT
7171 S17k AL Al Ko A, FOFE ] Alg], YHIolE XA, SBOM A& &€ 2gdlor gta
HARICH

I 10] FD&CH 524BH(b) F2 LHE

(FD&CH 524BZ(b) =2 LHiE)21

» 717] & B3 A[ARIO| AO|HSHACERE OfMoiCH= Bfi2|lM BEE2 HESSH| gt Z2MA 2 HXIE AA,
N, QX

» AIZE S AIO|HEORH FofM 2l otZ23 TLIEZ A
X HEM XOH ZU) U A xﬂ;q ISt

> 717 W R AARIO) CHEH AT £ FOFY QHOIE U IiX| HIZ

» A2 QEAA 4l J|M ATDEQIN AMQAE IS SBOM XME

> 717) W BRI AJARIO| AfO|H{EQI0 TS B2IKQI BES IFE| i QYEE FIt AR HiE

113
plL2)
=(I)I=
my
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40
o
=
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0]} 74 FDAE 20233 Cybersecurity in Medical Devices: Quality System Considerations
and Content of Premarket Submissions &5 7I0JHAS BHHSH0], 524BA0] WA Q- AlSrS
AR AALRIE THAO] BHESEIRATE 8 BAl= Q=717] ZHd-AA SHAOIARE] AMOIH
HEF Pi#EE Rlohl, 018 FEAINE U EXE 299 Zle dAilstal Q22

E35] 0] AOIHEQE 71o]E= SBOM Woll NTIAOIA] AIAISH YEFEQ] SBOM & A7 Q40}
GE0] ASW HEFE MRS HUEY B FAHIE Soll AlZE = SW A & ASW
HAIEHE X¥ETZ(EOS, End-of-Support) AL F7HKIQ F7IQ4AE @6kt

OJFH Q5717] =8, AAHE 5710 thall ni= HAISHE Soll SBOME EEoR Qtalal
A2m, SBOM i oplgt FoFd =] Al 59 BEAE F/HE SR @+t6tal Utk b=
AlEO] A= QT 717] AMIZFARE SBOME Tesh Al the ARE 2 Zo] ozt AlZE9
A MoljFr]o) E9E BERAZA SBOMES 836100k S} £3], FDAE SBOME AAITE
FloFs the9] ‘Y T2 QIAI51L Q101 SBOM AFSAA-HS- 1A ZZ2A|A A7} O]F0I&ok
501 B AlE dVOIA 2laaE Flaet g 4 Qg ZloIth

21) FD&C Act, Section 524B, 2022

22) FDA, Cybersecurity in Medical Devices: Quality System Considerations and Content of Premarket Submissions, Final
Guidance, 2023; FD&C Act §524B, 2022
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QO™ T 9577 deke 27 E, 919 2 K77 [eke 289 U 7K E Alds
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T 11 MDR B&M F2 U8

(1. 8t OB o M5 2T 32 US)

» 17.2) ADES0IE 583t 77| T 1 XHR 77|91 ATEQ0j9] HQ, ATES Ol HEHO XS 13l
B oM 4 7|, 9F HR| RNS DRS0] A JIS0] MRt Y W RES|0{0F FLICH
» 17.4) HZIHI= O3t |2 ATEQIOE Aslsl B TRSH SS90, IT YEYT S U St Mauxs

ZESHIT Hot ZX|QF 2HE 24 QTARS AFsHor Ut

> 23.4 (ab)) AZEQO E= T XHZ 717|121 ADEQOIS HEIGI0 MAt D22 715 AAHS Soh=
71719] E2 SI=40], IT HERS &4 H FHYICERHO| H55 Holoks T HoF ZX|Q HHE 2
QTR 9z dt 2 ALEQIOS ASh=0] TRELICY.

0% SHEAI= OFI|7] AIHES HAS TABEY] 98] “MDCG 2019-16 Rev.l
Guidance on Cybersecurlty for Medical Devices'E WHsIQiC) sy 7lo|Egiele MDR}
IVDROIA] 78St &S 7IEX o= diilet AT, A=7|7] AIZAP WURE ARS-H7 17K
A oF7100A MO]W HO e #elhor e BAISIT

5 MDCG-2019-16 Rev.12 SBOME ZIHAQ1 A& OF 502 skl QA= ZAIT
7171 HOFSHO] oA|Z SBOME HAISIRICE FAROZ A4280A = 538 HOFIHO| B
FFe SBOME BAIRICRA] AIZEAPE SBOME Safl Q57171 AREAWIA 7171 W SW 894
2 HOIX|H EIE FdolA Z70cloF g2 9n|sithes)

ool wz} EU Wl Q57171 MZEARE SBOME Hedt 7IEEA HAARYE ofd, Sud F8Ei)
Flord el9] did ktz QlAshal &858 Q7 RITh. MDR-MDCG 710|201 Qj%7]7]
PSS “AJOIHECE SH9F S oM BIISIER, MEARS SBOM= Sdll 717] 778249
HOR SHf S= els] delatal Flofd Wl Al Al55] Hek H91E miefsio] tiSsiolof
OHCT. OFERE oL} CRAHO] TIKIE Ql&717|7} sEeldo] Wik CRA €& Al, SBOMO] 71ARH=
A RE0] 7IERA QAo 2ehd 7hsd0] £CHE, SBOMs WiR SEAEIet fleldT
utdo] Sefstal 018 Q57| A=rd sl SR+ e RIS 20 FEchke
Z10] 71 SQsith

23) AMPESIRRHOMEY YHEAlR, “9)57]7] SBOM &8 WA|S BiAL 2024.05"
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ATOIHHQH AMIAZF HAISIEI ALY siY M2 AZELA, Al 9S7171E Eeket UXE
oigh QI5i7h EAY, e, Het A1 QFE EeEslehal QITh o8 M2 26 197E AR
AeH sk QR77IFIEHRANIDS)7t Q15 52 till AFE astal U2

5717] A Holidel HORIEE URESAEY Al4EE AR AgeE AR
%%“71—5-9% Z7I717F Aol 3A - PdIE AY S TAK FolldPI=RE oMt He
HE5 o] fIet AAE gl ik o] XEE UAEsr719] dA e SARE
Y- FAES-HY] GAZK] HOEERIE AARCRE Helotes @7toh, S0 Vs He
ZA, oAt ts, F1oFd Alal B aliRi#e] XS 2ottt

H12] OXIEQE7(7] MR o 2ot X[H F2 WE

(CIXIELIS717] XN R 2ot X|& F£2 LiE)2
> H16Z (AZEN 724 TMM 2| &S

(1) BXA=7|7|MIZA S2 TIXI”LR7|7] W FoF &, 2ot 5 FsiAtL X 0|S sH&SH| /et 8852

TIOao 21, —

2olSk=0 ADEQ0 LEQA HMME 28 &+ Q. - -
(2) QZMH|AKISAI= CIX|Eo|Z 77|01 CHo CIXIZC|Z7 |7 |MZEX S0| ZHsH ATE LHQA BHAME
TOH 2 M%| OJF0 oISt 22 TS 4 Urk
Q) AZEY0 2HQA HHM HE= HSE|0{0F 5HH AZEY LHQA HAHAM M KN, &4 59
IPE0IAM HIO|E HQkS 1St 4 QUL
3-4. MAPH
nj=, EU, $t=9] F& sdks SeolH, 9J57]7] AFHolA AIOIHEQN] A& oM H719]
Al QAE ATt Uik 3ES™0] EUTE Ol 9571717F ©d AlZ0] OfLe} Cikst
SW QA0 QF ZFH0] A5l B AJAHOE = FHojlA, HOME9] AHEy} ARIAKHE
Helg] of7] fIst A0 E SiAErE ZIEOFE SBOMS A Ogis oLz}, olw7]7]
A AE HEEE dteh= dlal AIRE 7oA "
SMZAE D= AMelstils 95717] 517591 #dEsto] SBOME oFskelal Je A=
HESILR] ZUAOLY, HOF #A7F 71 SAl01A %ﬂ'%}ﬂl SZAOZ Aty U= F:
Qs AAPFOILE. oof Wt 95 7]7] AIRAFE SBOME 4102 oF ‘K|&A Hot] AlA
(Continuous Cybersecurity Management)' & =3l|OF o}m Ol ZFZAYQMS) I} Y&l
(RMF) Zgto]] Seleliok Sit), olgfsh Hte teat 1A = Hol, 22 AJFoIA] A=

5717 Su ddgs giske sy o] 2 310111}.

24) W& A203313, ‘TIAESAIEH"
25) AJEOIRECHIA, "TINERY|7] WA Holjdel HoRR"

® 18



O

SBOM
SBOM &= T3l loTcube

2-Lipl SWSZ2I0h 813
SBOM =+ &

=aEM




o

=-Ue SWSEYE

b3z 3 SBOM =7 &3 ZE1M

r

Il sBom =t sBOM &1z =37 loTeube

1. SBOM9| 7|2 74

SBOM(Software Bill of Materials)2 AZEL0]9] QAL OIEIAE AAKCZE AW}
efst] fIeh sid de] BAIAR, AIE WRO AZE o Atg FHokA 7HAIsHsH] fisth
718 AF=OICE Ol= AMAYOIA BES] ArRe Ighe FA6H] flol AMEk= RRIEAIA
(Bill of Materials, BOM) 7N@g AZE0] BofZ FEeh 2102, 2t 74Q40] O]F, A,
AL BolA, EEIA S 712 S

s, B 2 Hde 55560 ~xEojo] A28 FHdS StHoIT

sYd RZEojes U0 Ean, &8, ALIE] 847 BefFoz dete de=
NEE L Qlon, B FEHO|ATIOR = FA| Heteles ulolsty] of#t. SBOMe Ol e
a

=EE 23 TE Kol o THR4TL 7ol 8, ol HEOR ABET ULTtS
wals] FromM Fokd AMi YEEYI0 1EES AT

F|Zoll= SBOMO] ZHEEARL} HOFEFIARER ofufe}, FHilA}-A=r]-Q1E5 71 5 Thfet ofd]
AR 2H9] A=) 718 Hloje wet =2 EE85 0l Atk SEAR=s SBOME Sofl AlEe] Het
A& HENECS 8)E eta] AAlskal, Ol8Ak= OI8 7IHICR Fofy s Agls +HakAU

XY PAAE BRI 5, SBOME © 04 KOl BA9] R 5='0] ofel, £TESO
WO M AS7HsHS St 20 BMR QAT YLk

© U1EA 543 ASHE HE JEOR o8 TAA40 B4-WE

OfRCY, olo] et £ZES o] BAIS E2EH EBA0] HokE|el
Tl Thgel S SHOR RS 9lon, A Al SBOM B4 #29 4EREMT
Sk rk

1o
]
0z
i
1
L
ol
N
£
ol
i
10
i
b}
B

NTIAS] Software Transparency Working Group2 =8 SBOM ¥AIOF SPDX, CycloneDXE
RAISHH, O]E0] Z2t THE MEjA A 8541 S SIS SPDXE 2loldA 2@t
TA IS B4 @E4AA =X/ FFEOF 20213 ISO/IEC 5962% 4] MERE 0] A AlZAo]
SHHT|QCE BFH CycloneDXE= HOMQEERE wgh 2 F|opy #ojof] Ak A8 FA0F,

26) CISA, “Software Supply Chain Security Update, 2025
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. SBOM % SBOM ABE+ loTcube

OWASP AHUEIE SAIOZ m2A &AtE a1 Qtten

= 13 SBOM EE A

- LINUX TSN 22iok= DRMERN X, 20|MA, 2ot o J|E B Y&
ISkt SBOM HEE MYsH| st /Y B=

1]

SPDX - ISO/IEC 5962:20212=Z Af{EHEl =X B
(Software Package - SPDX EZHEQ| 1M
Data Exchange)28) * SPDX At Kt|
+ SPDX 2l0|MA FE
* SPDX &AM % SPDX 2l0|MA =5 S 25t SPDX &+ & 20|22
- OWASP(Open Web Application Security Project) HFLIE|0{A JHgiEl HOtm}
AEldol|l sHS & 8 SBOM HE
- i o5 BZRSIEIQOM 22 HOt HBLE} X
CycloneDX29 Ecma International®i| 2[5 SlE|oH S2Y Hot HARLETt X|

I§7|X] URL, CPE, SWID, SPDX 2I0|MA ID U Hau} 22 J|ZAIY 3t
- ADEQ) 74 QASS XML, JSON, Protobuf S LIS SAI0R S HIHE
0|, B, 4%, 20|MA, MEIX}, EOHFOFY HH

NTIAE 20219 vl= FHEE EO 1402801 Wl “The Minimum Elements for a Software
Bill of Materials” HIAE AR O] EAI= SBOM Wl 2Z8%[0J0F g 7S] 712 Q45
AAGHE, siE TEQAVE 7IeA Al IAQ0l 458 dide Haokr] Lol
SBOMOIA Z&H oz FAE OO & 7|2 £ Heels ¥eke] sIRIrhs

I 14] NTIA SBOM %[& 34 24

Data Field Description
SaAt 0|5(Supplier Name) - HZHEES MM, M| AHGK= 71l E= XZE9| 0|5 (RHAL HMIERH)
AZHE 0|5 - 2 3K, MEYMZF Holst ATDEY0] QA0 = 0|2 AIEQ0{0]
(Component Name) 0f2f 0|2} B0l U= 82 UET &H EAl

AZHE HH

Wersion of the Componeny |~ OV AEHIESH PEE & Qs ADESIO] HZYAPH XIHE Xt

—

7|Et 1R AEX} - HEHEE AEo/{Lt DBUIM FEQAE ZV(%[et Z3l7|2 ARBEl= HEHE
(Other Unique Identifiers) 0|2 U HX 0|Qle| =7} AlHX}
oz

. . - ZEHETL A9 HAREHEN &0 UCk= 2A0 CHet 29
(Dependency Relationship)

SBOM Zi-dAt

- SBOM HIO|EIS 4448t 4Ol E= XX(0| 015
(Author of SBOM Data) SBOM HO[EIS &t i | 0]
EfUAEHT(Timestamp) _ SBOM C[O[E{7} MAEl Umiel AjZi0| CHBH 7|2

27) NTIA, “Survey of Existing SBOM Formats and Standards, 2021”,

28) The Linux Foundation Projects “About SPDX”

29) OWASP “CycloneDX One Pager”

30) NTIA, Department of Commerce “The Minimum Elements For a Software Bill of Materials” (2021.07)
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Bl Atk 7IE EAlE

SZHECE 11 Aol

AE Component Name, Component Version 9] YUH|0|EQ}
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FaTEHRAE ElizE 449 To] &g A1 dtisleh=
= Ut gF s Hol 298 28dat 7EY d5s deRit

License, Tool name % WAIGIESE SIACE3D

[£ 15] CISA SBOM ZATMQAQL NTIA HATMQA AN H|@
P 7 CISA HATAQA

3ait 018
(Software Producer)
ATHE 0|2
(Component Name)
ZEHE W™
(Component Version)
7|E} 7 AEX}
(Software Identifiers)
SIS

(Dependency Relationship)
SBOM ZFdXt
(SBOM Author)
EfoIAEHT
(Timestamp)
ZEHE GHA|
(Component Hash)
20| MA

(License)

7 0|

(Tool Name)

dd HAHAE

(Generation Context)

- 7|& Supplier NameW|A Software ProducerE 201 #HY

- et BAPL Bl 4% 784 EX ¢ 5 B8 B

- ARO| 42 % QU= WAOE Al At WEQ} R

- HH OHS Al DS Emz A

- 7|AIXM2]| 7tssta 1get AEXt CPE, purl, UUID &

- SUHN AR} EE C2 %Aﬂﬂ MR Of2pH QU=

- DI B4 JADE AISSI0 B

- ESTY QOIE MAEIALE TR AZEQ0[O] 519 TARAQS i
- ADEQO| MK} TEQe] 7 (SUT 4= UD)

- HOEE 45 = XS0 OIX2OE A AM

- (AT AZEQY0| THRA0| A IINSOBA MAE B 3
- (M) AZEQ0| THRAZ A 4 USS UEIE oA

- (A7) SBOMS AMai=t ASE =7 012

- (A7) SBOM 44 GAI9| HTE ATEQ0] $B57|9} HOJEf
ex) WE M, HC 5 uE 3

CISAQ] 20255 SBOM Z|
HOH HOJE] AtoR
FhL 71E PRE W
Eglon, of=

EryN|

2 V|EoR Neteh=

ok A
715ete s ok HeeR Tellags HoFED &,

wols sue

27EQ4 JHEE SBoME Thedt HEEHE 550] ofd AF 7ksth
lao} Ch= Aol oni7t AUtk sl 2loldds 5 AlEld SH9l g5
O=H SBOME] HolH FEd-&8 7Fsd-Aksst dAEo] dst
£ ol SBOMO| AA| HOd} Fory il AEA it
OlF 7ge SBoME dAlE FE0iM Y

T 9l Zlojtt

31) CISA, “2025 Minimum Elements for a Software Bill of Materials (SBOM)”
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. SBOM % SBOM ABE+ loTcube

3. loTcube 2.0

TRIthEt AZESIOIROIATACSSA, A OlSIE T4 TSI SERENR B ARE
JeE7190] ARSI SWERLHOLS 93t SBOM XIEAA W 2EH A57)E A an
o)

Aol FH6i5t0] SBOM AFsdEdE+ B FoF 24 &=71Q1 IoTeubeE 7RSI

0

e s 1.0 HEORE E|A Hof HOt "MEVP ofd wete AAuides T o EF
SEZ HOHF|OHE Al AZEo] Hetg #2lgh = JAEE AlZolArt sy HAs
Soll IoTcube= AN SHESMHAA EFM9] A5 AXHA MA-e B&, 71 Wl =
20259 HatBOMO|2h= O]§0=2 2.0 YJE|olE H QI

IOTCUbe Hatbom HatDB Statistics User Guide lotCube 1.0 CSSA Contact us

ratBOM

Simply upload your project to create an SBOM
Identify software vulnerabilities, and generate a VEX file

Our service makes software security easier, faster, and more reliable

Drag & drop .zip files, or click to select

Accepted: .zip only

- How to use Hatbom Process Download Hmark (_exe)

[7721 1] loTcube SE

HatBOMS SBOME &% F|oFs U AXUHE #2E S SWagHo 58y H
SHT} 71E 1.0 H7RoA] SBOM Aot Fob e =418 HEE AFESIY Vss
ZU g AZEY0] 1l¥e Bl EF of= FEHZ B4 Vs 0|88 ¢ %E}.
SBOM AA, ok EX|Q} LE0] VEX EA] A-0] 715 o] gX)E Fopgo] ARz
flofoll Exploit F=A] Q1 & 4= QT

>4 ?

b N oH
(B ofr 3% ke
Im rlo r@ Hu

(VEX (Vulnerability Exploitability eXchange)

» EX NSO ZetE ZEHEL FOFM0| MBS0 IS O|XI=X|, YYO0| UCHH 2ol Q20| CHs 4Y E=
AEXOIAH FIMEEE HiSck= A
» F|OFM statusEZAl Not Affected / Affected / Fixed / Under investigation@=Z Liw0{ AH

230
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odHo - o

3-1. SBOM 44

‘1 ( ™~ Output

> » Drag & Drop .zip files or click to select

binary

&

docker

/A ,

[Z12 2] SBOM 44

TZHE FC7} Qe IZHE FAE zip TUZ AFHA Sl A EF = P26
2IEo] i el 0SSE 'AIskal ol thet SBOM wA1E MA3BI0IELE SBOM A=
Eg] gElE 2 0SSl ol Fot ujot o 4= QUTh

X ATEQ| Z2I0HAIZ 1246104 HATZ 024 HmarkZ 012510 SHASt & HZESK= 75T MIZsil QICt
X S HEUAME Q202 AATCOF X|RIGHH, HX} HIO|H2], =0 (0K 7K SitE o,
SiXf XISt €101 @ C/C++, Java, Python, GO, PHP (5 7t 0/5)

3-2. #loM &)

2. Vulnerability Step
o sBOM o Vulnerablity

/% The number of functions to be analyzed exceeds 10.000. If you require a more extensive analysis, please contact us or reach out

to the CSSA office.

Vulnerability =

Detected 45 vulnerable code clones (2 kinds of CVE) in your package.

#Detected v

45
Rank Name Count Rank Hame Count
1 binutils/anex ¢ k-] 1 CVE-2019-16866 25
2 benuis/gdenex.c 9 2 CVE-20123-18334 20
3 binutils/syshex ¢ 9

-

(72! 3] o =X
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. SBOM % SBOM ABE+ loTcube

SBOM A1 % Next HE Zelg Ed AZEgolo] UHIE F|okdS BA & 4 Ik build
w2 Eoli AEREA0] AHEOR SalElo] AR ZIokdT} CVE T2 Jha o) weid

FoPdil CVES 891 & 4 9Lk

3-3. VEX ‘44

VEX Detected CVE List
e
Here is your VEX report based on the selected packages and identified vulnerabilities. Index CVE Products Stat 1
VEX Document Preview @ Result Lock 1 CVE-2019-16866 binutils-2 34@v0.1null - yyensure_buffer_stack affected * /X
2 CVE-2013-16866 binutis-2.34@v0. Tnull - yyensure_buffer flected ¥/ ox
3 CVE-2019-16866 binutls-2.34@v0. Tnull - yyensure d 4%
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SBOM Generation

@ M| 2T} H (https://iotcube.net)

New Languages Available!(25.09.10)

L5

Support for Go and PHP has been released. Check out the new languages and enhancements.

ySeo.

HatBOM

Simply upload your project to create an SBOM
Identify software vulnerabilities. and generate a VEX file

Our service makes software security easier. faster. and more reliable.
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(User Guide ! SE& X|3)

loTcube Hatbom HatDB  Statistics | UserGude ] lotcube10

User Guide

Quickly access the Hatbom manuals, user guides (Korean/English), and tutorial videos.

Hatbom User Guide

tep-by-step user guide for running analyses and exporting results

[@ KOREAN (PDF) l T ENGLISH (POF) [ |

o Tutorial Videos
Wateh walkthroughs and demos on YouTube.
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