
המשרהל

문의사항
주한이스라엘대사관경제무역대표부

02 723 6124, Minhui.lee@israeltrade.gov.il

주한이스라엘대사관경제무역대표부는 이스라엘수출공사와함께

이스라엘사이버보안기술기업들과함께

온라인세미나를준비하였습니다. 

많은관심과참여부탁드립니다

4월19일(수) 오후 3:00 ~ 4:20

Foreign Trade Administration | Your Connection to Israeli Innovation 

참가신청

이스라엘 UAM  관련 솔루션 기업 온라인 세미나

*초청장마지막장에카탈로고를다운받으실수있는링크가있습니다.

- PROGRAM -

이스라엘 우주 관련 기술 기업
온라인 세미나

이스라엘 사이버 보안 기술
온라인 세미나

Time Online: 4 Israeli companies

15:00 – 15:05 Opening & Greetings 

15:05 – 15:20 Keynote Speech:
By Aviram Jenik

/ Co-founder and CEO, Beyond Security

15:20 – 16:05 4 Israeli Companies / 15 min. each 

1) 15:20-15:35 interzer

2) 15:35-15:50   RESEC

3) 15:50-16:05   SAFE- t

4) 16:05-16:20    WATERFALL security

16:20 ~
Q&A and closing

https://us02web.zoom.us/webinar/register/8616493993053/WN_8d9B-4Y2TF-rwzxo2FuA6w
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참여이스라엘기업

회사이름 회사소개

Interzer
https://www.intezer.com/

• Malware Analysis
• Cloud Protection
• Threat Intelligence
• Proactive Hunting
• Soar Integrations

Intezer has created the first cyber immune system against 
malicious code. The company detects mutations of any 
threat seen in history by recognizing even the slightest 
amount of code reuse. This technology is helping security 
teams protect their cloud workloads and accelerate incident 

response. Intezer introduces a Genetic Malware Analysis 
technology, revolutionizing cyber threat detection and 
response. By revealing the genetic origins of all software 
code, Intezer equips enterprises with an advanced way to 
detect modern cyber threats, while providing deep context 
on how to effectively respond to incidents. Intezer offers 
solutions for incident response automation, cloud security, 
threat intelligence, and more. 

RESEC
https://resec.co/

• Malware
• Prevention
• Email protection
• Safe Browsing

After years of work in network security and cyber defense we 
started ReSec to deliver a new and more realistic approach to 
network security. We knew that files containing malware 
continued to be a significant source of cyber breaches and 
that in spite of huge investments and a variety of approaches, 
these attacks were getting past perimeter defenses.
We also understood that habits are hard to change and 
curiosity and creativity should not be discouraged. Available 
solutions were inadequate, did not overcome user behavior, 
and did not address the speed and quality of threats being 
developed.

SATE-t
www.safe-t.com

• Zero Trust
• Software Defined
• Perimeter
• Zero trust network
• access (ZTNA) 

Safe-T Data is a provider of access solutions which mitigate 
attacks on  enterprises’ business-critical services and 
sensitive data, while ensuring uninterrupted business 
continuity. Safe- T’s cloud and on- premises solutions 
ensure that an organization’s access use cases, whether 
into the organization or from the organization out to the
internet, are secured according to the “validate first, access 
later” philosophy of zero trust.

WATERfall security
https://waterfall-security.com/

• OT Security
• Remote Access
• Unidirectional
• Security Gateways

Waterfall Security Solutions is the global leader in industrial
cybersecurity, protecting critical industrial networks since 
2007. Our mission is to revolutionize how entire industries 
protect physical assets and industrial processes from cyber 
attacks. Waterfall Unidirectional Security Gateways enable 
safe IT/OT integration, secure remote access, and real-time 
industrial network monitoring. The gateways replace one 
layer of firewalls in an industrial network environment, 
providing industrial control systems with absolute 
protection from targeted attacks, secure enterprise-wide 
visibility and safe remote access.

카탈로그 다운로드

https://www.intezer.com/
https://resec.co/
http://www.safe-t.com/
https://waterfall-security.com/
https://drive.google.com/file/d/1yr8RVrATAK1eq1eMIgb6W-5TVO69tg3p/view?usp=sharing

